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# Patch Management Overview

Use the **Patch Management** module to monitor, scan, install, and verify Microsoft patches on Windows managed machines. Patch management automates the process of keeping all your Windows machines up to date with the latest patches. You decide how and when updates are applied on a per machine basis. See the following overview topics:

* Patch Management System Requirements
* **Methods of Updating Patches**
* **Configuring Patch Management**
* **Patch Processing**
* **Superseded Patches**
* **Update Classification**
* **Patch Failure**

|  |  |
| --- | --- |
| **Functions** | **Description** |
| **Scan Machine** | Determine what patches are missing on managed machines. |
| **Patch Status** | Display a summary view of installed, missing and denied patches for each managed machine. |
| **Initial Update** | Perform *one-time* processing of *all* approved patches on managed machines. |
| **Pre/Post Procedure** | Run procedures before and/or after patch Initial Update and Automatic Update. |
| **Automatic Update** | Update missing approved patches on managed machines automatically on a *recurring* basis. |
| **Machine History** | Display a detailed view of patch scan results for each managed machine. |
| **Machine Update** | Schedule the installation of missing patches for an individual machine. |
| **Patch Update** | Apply individual patches to multiple machines. |
| **Rollback** | Uninstall patches from managed machines. |
| **Cancel Updates** | Cancel pending patch installations. |
| **Create Delete** | Create and delete machine patch policies. |
| **Membership** | Assign machine IDs as members of one or more patch policies. |
| **Approval by Policy** | Approve or deny patches by patch policy. |
| **Approval by Patch** | Approve or deny patches by patch. |
| **KB Override** | Override patch policy default approval status by Microsoft knowledge base article. |
| **Windows Auto Update** | Remotely set the Windows Automatic Updates settings on selected machines. |
| **Reboot Action** | Determine whether or not to reboot the machine automatically after installing new patches. |
| **File Source** | Specify where each machine gets new patch installation files from. |
| **Patch Alert** | Configure alerts for patch-related events, such as when a new patch becomes available for a managed machine. |
| **Office Source** | Specify an alternate source location for MS Office installation files. |
| **Command Line** | Set the command line parameters used to install patches. |
| **Patch Location** | Specify the URL to download a patch from, when the system cannot automatically locate it. |

## Patch Management Module Minimum Requirements

* Operating Systems
* Patch Management supports all OSs supported by Windows Update, which includes:
  + Microsoft Windows Server 2008, 2008 R2, 2012, 2012 R2, 2016, 2019
  + Microsoft Windows 7, 8, 8.1, 10

## Methods of Updating Patches

The CloudActiv8 provides **five** methods of applying Microsoft patches to managed Windows machines:

* **Initial Update** is a *one-time* processing of all approved Microsoft patches applicable to a managed machine based on Patch Policy. **Initial Update** ignores the **Reboot Action** policy and reboots the managed machine **without warning the user** as often as necessary until the machine has been brought up to the latest patch level. **Initial Update** should only be performed during

non-business hours and is typically performed over a weekend on newly added machines.

* **Automatic Update** is the *preferred* method of updating managed machines on a *recurring* basis. Obeys both the **Patch Policy** and the **Reboot Action** policy.
* **Patch Update** - If you're using **Automatic Update**, then **Patch Update** is used on an exception basis to apply individual patches to multiple machines or for patches that originally failed on certain machines. Overrides the **Patch Policy** but obeys the **Reboot Action** policy.
* **Machine Update** - If you're using **Automatic Update**, then **Machine Update** is used on an exception basis to apply patches to individual machines. Overrides the **Patch Policy** but obeys the **Reboot Action** policy. **Machine Update** is often used to test a new patch prior to approving it for general release to all machines.
* **Patch Deploy** - You can also use a user defined procedure to install a Microsoft patch using Agent Procedures > Patch Deploy. Microsoft releases many hot fixes as patches for very specific issues that are not included in the Microsoft Update Catalog or in the Office Detection Tool, the two patch data sources the **Patch Management** module uses to manage patch updates. **Patch Deploy** enables

customers to create a patch installation procedure for these hot fixes, via this wizard, that can be used to schedule the installation on any desired machine.

## Configuring Patch Management

### Analyzing Patch Status

You can determine the patch status of managed machines using the following pages:

* Determine what patches are missing on managed machines using **Scan Machine** *.*
* Display a summary view of installed, missing and denied patches for each managed machine using **Patch Status.**
* Display a detailed view of patch scan results for each managed machine using **Patch History**

### Configuring Patch Management

Patch Management configuration options directly or indirectly affect the four Patch Management methods of installing patches as follows:

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
|  | | **Initial Update** | **Automatic Update** | **Patch Update** | **Machine Update** |
| **Create/Delete** | Create a patch policy. |  |  |  |  |
| **Membership** | Assign machine IDs to a patch policy. |  |  |  |  |
| **Approval by Policy** | Set patch approval policies. |  |  |  |  |
| **Approval by Patch** | Set patch approval policies. |  |  |  |  |
| **KB Override** | Overrides patch approval policies. |  |  |  |  |
| **Pre/Post Procedure** | Run procedures before or after **Initial Update**  and **Automatic Update**. |  |  |  |  |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **Reboot Action** | Change the reboot policy for machine IDs. |  |  |  |  |
| **File Source** | Change the file source location machines use to download patches. |  |  |  |  |
| **Command Line** | Change command line parameters for installing selected patches. |  |  |  |  |
| **Patch Location** | Change the download URL for patches. |  |  |  |  |
| **Patch Alert** | Configure alerts for patch-related events. |  |  |  |  |
| **Office Source** | Create an alternate source location for Office patches. An **agent credential** must be defined to use  the **Office Source** page. |  |  |  |  |

## Patch Processing

When you schedule a patch the following occurs:

1. The agent on the managed machine is told to start the update process at the scheduled time.
2. The patch executable is downloaded to the managed machine from where ever the **File Source**

*(page* [*xxxix*](#_bookmark47)*)* is set for that machine ID.

1. The patch file is executed on the managed machine using the parameters specified in **Command Line.** You should never have to set these switches yourself, but just in case, this capability is there.
2. After all the patches have been installed the managed machine is rebooted. *When* reboots occur for a machine ID depends on the **Reboot Action** assigned to that machine ID. Applies to **Machine Update** *,* **Patch Update**and **Automatic Update .** Reboots in response to an **Initial Update** always occur immediately and without warning the user.
3. The managed machine is rescanned automatically. It takes several minutes after the rescan is complete for this data to show up on the CloudActiv8. Wait several minutes before checking the patch state after a reboot.

## Superseded Patches

A superseded patch is a patch that doesn't have to be installed because a later patch is available. A typical example is a service pack, which bundles many other patches that have been released before the service pack. If you install the service pack, you don't have to install all the earlier patches.

**Patch Management** only reports patches superseded by a service pack. Superseded patches have a string appended to the title of the patch that indicates that it is superseded by Service Pack X.

The installation process installs superseded updates *only if* the service pack that supersedes these updates *is not* selected for installation. If the superseding service pack is selected for installation, the superseded updates *are not* downloaded or installed. A procedure log entry is added to indicate the update was skipped because it was superseded.

You can deny all superseded patches using the **Override Default Approval Status with Denied for superseded updates in this policy** checkbox in **Approval by Policy** *.*

In addition:

* Patch titles in the Patch Management report include Superseded By: Service Pack X, when applicable.
* The patch filter on the patch approval pages now include the ability to filter on superseded/not superseded.
* Occasionally, the Superseded By warning displays as Superseded By: Unspecified. This is typically caused by a cross-operating system patch that is superseded by one or more service packs. This is likely to be seen on updates dealing with Media Player.

## Update Classification

Microsoft updates are organized as follows:

|  |  |  |
| --- | --- | --- |
| **Update Classification** | **Classification Type (Non-Vista / Vista)** | **Included in WSUSSCN2.CAB\*** |
| Security Updates | High Priority / Important  Includes critical, important, moderate, low, and non-rated security updates. | Yes |
| Critical Updates | High Priority / Important | Yes |
| Update Rollups | High Priority / Important | Yes |
| Service Packs | Optional – Software / Recommended | Typically, not |
| Updates | Optional – Software / Recommended | No |
| Feature Packs | Optional – Software / Recommended | No |
| Tools | Optional – Software / Recommended | No |

In those cases where a machine does not have Internet connectivity at the time of a machine patch scan, CloudActiv8 uses Microsoft’s WSUSSCN2.CAB data file. Microsoft publishes this CAB file as needed. It contains a sub-set of the Microsoft Update Catalog. As seen in the table above, scan data for only the high priority updates and occasionally for service packs are included in the CAB file. The CloudActiv8 Server automatically downloads the CAB file on a daily basis to make it available for those machines needing this type of scan. See Windows Automatic Update.

## Patch Failure

After the patch installation attempt completes—including the reboot if requested—the system re-scans the target machine. If a patch still shows missing after the re-scan, failure is reported. Patches can fail for several reasons:

* **Insufficient Disk Space** - Patches are downloaded, or copied from a file share, to the local machine's hard disk. Several patches, especially service packs, may require significant additional local disk space to completely install. Verify the target machine has plenty of disk space available.
* **Bad Patch File** - The phrase Bad Patch File in the **Comments** column indicates the patch file failed to execute for some reason. If you schedule multiple patches to install as a batch and even *one* of them fails, all the patches are marked as Bad Patch File. The system is reporting a procedure failure and can not distinguish which patch in the procedure caused the failure.
* **Corrupted Patch File** - The downloaded patch file is corrupt.
* **Missing Patch Location** - The phrase Missing patch location in the **Comments** column means the URL used to download patches from the Microsoft website is missing. You can manually enter the correct location using the **Patch Location** page.
* **No Reboot** - Several patches require a system reboot before they take effect. If your **Reboot Action** settings did not allow a reboot, the patch may be installed but will not be effective until after the reboot.
* **Command Line Failed** - If the command line parameters set in the **Command Line** function are incorrect, the patch executable typically displays a dialog box on the managed machine stating there is a command line problem. This error causes patch installation to halt and the patch installation procedure to terminate. The patch file remains on the managed machine and Install Failed is displayed. Enter the correct command line parameters for the patch and try again.
* **MS Office Command Line Failed** - The only command line parameter permitted for use with Microsoft Office (prior to Office 2007) related patches is /Q. Because MS Office (prior to Office 2007) patches may require the Office installation CD(s), the use of the /Q command line parameter might cause the patch install to fail. If an Office related patch fails, remove the /Q command line parameter and try again.
* **Patch Download Blocked** - The patch file was never delivered to the machine. The system downloads the patch directly from the internet to either the CloudActiv8 Server, a file share, or directly to the managed machine, depending on the machine ID's **File Source** settings. The machine ID's firewall may be blocking these downloads. A patch file delivered to the agent with a size of only 1k or 2k bytes is an indication of this problem.
* **User not logged in** - In some cases a user on the machine being patched must be logged in to respond to dialogs presented by the install during the patch. The patch procedure automatically detects whether a user is currently logged in and will not continue if a user is not logged in. Reschedule the installation of the patch when a user is available and logged in to the machine.
* **Credential does not have administrator rights** - If an **agent credential**is defined for a machine ID, then **Patch Management** installs all new patches using this agent credential. Therefore, the agent credential set using the Agent > Manage Agents page should always be *a user with administrator rights.*
* **Manual install only** - Not a patch failure, but a requirement. Some patches and service packs require passwords or knowledge of a customized setup that the CloudActiv8 cannot know. The CloudActiv8 does not automatically install patches having the following warnings:

Manual install only

Patch only available from Windows Update website

No patch available; must be upgraded to latest version

These updates must be installed manually on each machine.

**Troubleshooting Patch Installation Failures**

When patch scan processing reports patch installations have failed, a KBxxxxxx.log (if available) and the WindowsUpdate.log are uploaded to the CloudActiv8 Server. Additionally, for those patches that required an "Internet based install", a ptchdlin.xml file will be uploaded to the CloudActiv8 Server. These files can be reviewed using Agent Procedures > getFile() for a specific machine and can help you troubleshoot patch installation failures. Info Center > Reporting > Reports > Logs > Agent Procedure Log contains entries indicating these log files have been uploaded to the CloudActiv8 Server for each machine.

# Scan Machine

#### Patch Management > Manage Machines > Scan Machine

The **Scan Machine** page schedules scans to search for missing patches on each managed machine. Scanning takes very little resources and can be safely scheduled to run at any time of day. The scanning operation does not impact users at all.

**Scanning Frequency**

System and network security depends on all your machines having the latest security patches applied. Microsoft typically releases patches on Tuesdays. Security and critical patches are typically released on the second Tuesday of the month (Patch Tuesday), and non-security and non-critical patches are typically released on the third and/or fourth Tuesdays of the month, but these schedules are not guaranteed. To ensure your machines are updated you should scan all managed machines for Microsoft updates on a weekly basis, keep in mind critical updates are normally released every second Tuesday of each month.

### Scanning the CloudActiv8 Server

To scan the CloudActiv8 Server, you must install an agent on the CloudActiv8 Server. Once installed, you can scan the CloudActiv8 Server just like any other managed machine.

### View Definitions

You can filter the display of machine IDs on any agent page using the following options in View Definitions.

#### Machines that have no patch scan results (unscanned)

* **Last execution status for patch scan success / failed**
* **Patch scan schedule / not schedule**
* **Patch scan has / has not executed in the last <N> <periods>**

**Remind me when machines need a patch scan scheduled**

If checked, a warning message displays the number of machine IDs not currently scheduled. The number of machine IDs reported depends on the Machine ID / Group ID filter and machine groups the user is authorized to see using System > Scope.

### Schedule

Click **Schedule** to display the **Scheduler** window, which is used throughout the CloudActiv8 to schedule a task. Schedule a task once or periodically. Each type of recurrence—Once, Hourly, Daily, Weekly, Monthly, Yearly—displays additional options appropriate for that type of recurrence. Periodic scheduling includes setting start and end dates for the recurrence. *Not all options are available for each task scheduled.* Options can include:

* **Schedule will be based on the time zone of the agent (rather than server)** - If checked, time settings set in the Scheduler dialog reference the local time on the agent machine to determine when to run this task. If blank, time settings reference server time, based on the server time option selected in System > Preferences. Defaults from the System > Default Settings page.
* **Distribution Window** - Reschedules the task to a randomly selected time no later than the number of periods specified, to spread network traffic and server loading. For example, if the scheduled time for a task is 3:00 AM, and the distribution window is 1 hour, then the task schedule will be changed to run at a random time between 3:00 AM and 4:00 AM.
* **Skip if offline** - If checked and the machine is offline, skip and run the next scheduled period and time. If blank and the machine is offline, run the task as soon as the machine is online again. Applies only to recurring schedules, a 'Once' schedule always executes the next time the agent is online.
* **Power up if offline** - Windows only. If checked, powers up the machine if offline. Requires Wake-On-network or vPro and another managed system on the same network.
* **Exclude the following time range** - **Applies only to the distribution window.** If checked, specifies a time range to exclude the scheduling of a task within the distribution window. Specifying a time range outside of the distribution window is ignored by the scheduler.

### Cancel

Click **Cancel** to cancel execution of this task on selected managed machines. Does not clear scans that have already started.

### Run Now

Click **Run Now** to run this task on selected machine IDs immediately.

### Set Default Scan Source

Sets the scan source of selected machines.

* **Online** - Scan for updates using the **Microsoft Update Catalog** on the internet, then the cab file second. This is the default scan type.
* **Offline** - Scans for updates using the offline scan source wsusscn2.cab file. This file is copied to the agent's working directory from the CloudActiv8 Server at the time of the scan. The CloudActiv8 Server updates its copy of the cab file, if necessary, twice a day.
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### Select All/Unselect All

Click the **Select All** link to check all rows on the page. Click the **Unselect All** link to uncheck all rows on the page.

### Check-in status

These icons indicate the agent check-in status of each managed machine. Hovering the cursor over a check-in icon displays the agent Quick View window.
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An agent icon adorned with a red clock badge is a temporary agent.
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### Machine.Group ID

The list of Machine.Group IDs displayed is based on the Machine ID / Group ID filter and the machine groups the user is authorized to see using System > User Security > Scopes.

### Last Scan

This timestamp shows when the last scan occurred. When this date changes, new scan data is available to view.

### Skip if Machine Offline

If a checkmark ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABIAAAAQCAIAAACUZLgLAAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAd0lEQVQokZ3TSQ7DMAhA0U/P6pwqPVBu9btwlcGNAi47D0/GCEJlMmKJ1x8GmGOxBI05thsAa0GDDTZoqCU2mBL7NTm7Neq4rhj1fvfZfF/rZ5fUH439b2NxM+NekvPV1Hiu5AEyox7N5SrvcqN5HZze4K7JNH0AaC2kPg4zMCsAAAAASUVORK5CYII=) displays and the machine is offline, skip and run the next scheduled period and time. If no checkmark displays, perform this task as soon as the machine connects after the scheduled time.

This timestamp shows the next scheduled scan. Overdue date/time stamps display as red text with yellow highlight.

### Recurrence

If recurring, displays the interval to wait before running the task again.

# Patch Status

#### Patch > Manage Machines > Patch Status

* **Similar information is provided using Info Center > Reporting > Reports > Patch Management.**

The **Patch Status** page provides a summary view of the patch status for each of your managed machines. You can quickly identify machines that are missing patches or are indicating errors. The total of all missing patches is the sum of the **Missing Approved**, **Missing Denied**, and **Missing Manual**.

**Patch Test**

Most patch problems are the result of configuration and/or permission issues. The test function exercises the entire patch deployment process without actually installing anything on the target machine or causing a reboot. If a machine ID's operating system does not support patching, the operating system is displayed. Each count in the paging area is hyperlinked. Clicking a count's hyperlink displays a list of all patches that make up that count.

* The system resets test results every time a machine ID's **File Source** or **agent credential**changes.
* Test cancels any pending patch installs *except* **Initial Updates.**
* Machines being processed by **Initial Update** are *not* tested. The **Initial Update** status message and date/time is displayed instead of the column totals.

### View Definitions

You can filter the display of machine IDs on any agent page using the following options in View Definitions.

#### Machines with Patch Test Result

* **Machines missing greater than or equal to N patches**
* **Use Patch Policy**

### Cancel

Click **Cancel** to stop the test.

### Auto Refresh Table

If checked, the paging area is automatically updated every five seconds. This checkbox is automatically selected and activated whenever **Test** is clicked.

### Select All/Unselect All

Click the **Select All** link to check all rows on the page. Click the **Unselect All** link to uncheck all rows on the page.

### Check-in status

These icons indicate the agent check-in status of each managed machine. Hovering the cursor over a check-in icon displays the agent Quick View window.
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Agent online and user currently logged on.
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An agent icon adorned with a red clock badge is a temporary agent.
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### Machine.Group ID

The list of Machine.Group IDs displayed is based on the Machine ID / Group ID filter and the machine groups the user is authorized to see using System > User Security > Scopes.

### Install Patches

The number of patches installed.

### Missing Approved

The number of approved patches missing.

### Missing Denied

The number of unapproved patches missing.

### Missing Manual

The number of approved patches missing that must be installed manually. These patches cannot be processed by **Automatic Update**, **Initial Update**, **Machine Update** or **Patch Update** *.*

### Pending Patches

The number of patches scheduled to be installed.

### User Not Ready

The number of patches not installed because the patch requires:

* the user to be logged in, or
* the user to take action and the user declined or did not respond.

### Failed Patches

The number of patches that attempted to install but failed.

### Test Results

The status returned after clicking the **Test** button:

* Untested
* Pending
* Passed
* Failed

### Reboot Now

Reboots machine immediately to complete a patch installation. The **Reboot Now** button is displayed if:

* the **Reboot Action** for machine is set to “Do not reboot after update” and *no* email address is entered, and
* patch install which requires a reboot has been completed, and machine has *not* yet been rebooted

# Initial Update

#### Patch Management > Manage Machines > Initial Update

**Initial Update** is a *one-time* processing of all approved Microsoft patches applicable to a managed machine based on Patch Policy. **Initial Update** ignores the **Reboot Action** policy and reboots the managed machine **without warning the user** as often as necessary until the machine has been brought up to the latest patch level. **Initial Update** should only be performed during non-business hours and is typically performed over a weekend on newly added machines. See **Methods of Updating Patches**, **Configuring Patch Management** *,* **Patch Processing,** **Superseded Patches**, **Update Classification**and **Patch Failure** for a general description of patch management.

**Patch Update Order**

Service packs and patches are installed in the following order:

1. Windows Installer
2. OS related service packs
3. OS update rollups
4. OS critical updates
5. OS non-critical updates
6. OS security updates
7. Office service packs
8. Office update rollups
9. All remaining Office updates

**Pre/Post Procedures**

Agent procedures can be configured to be executed just before an **Initial Update** or **Automatic Update** begins and/or after completion. For example, you can run agent procedures to automate the preparation and setup of newly added machines before or after **Initial Update**. Use Patch Management > **Pre/Post Procedures**to select and assign these agent procedures on a per-machine basis.

### Schedule

Click **Schedule** to display the **Scheduler** window, which is used throughout the CloudActiv8 to schedule a task. Schedule this task *once*. Options include:

* **Distribution Window** - Reschedules the task to a randomly selected time no later than the number of periods specified, to spread network traffic and server loading. For example, if the scheduled time for a task is 3:00 AM, and the distribution window is 1 hour, then the task schedule will be changed to run at a random time between 3:00 AM and 4:00 AM.
* **Skip if offline** - If checked and the machine is offline, skip and run the next scheduled period and time. If blank and the machine is offline, run the task as soon as the machine is online again. Applies only to recurring schedules, a 'Once' schedule always executes the next time the agent is online.
* **Power up if offline** - Windows only. If checked, powers up the machine if offline. Requires Wake-On-network or vPro and another managed system on the same network.
* **Exclude the following time range** - **Applies only to the distribution window.** If checked, specifies a time range to exclude the scheduling of a task within the distribution window. Specifying a time range outside of the distribution window is ignored by the scheduler.

### Cancel

Click **Cancel** to cancel execution of this task on selected managed machines. Does not clear patch installs that have already started.

### Select All/Unselect All

Click the **Select All** link to check all rows on the page. Click the **Unselect All** link to uncheck all rows on the page.

### Check-in status

These icons indicate the agent check-in status of each managed machine. Hovering the cursor over a check-in icon displays the agent Quick View window.
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An agent icon adorned with a red clock badge is a temporary agent.

![](data:image/jpeg;base64,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)

### Machine.Group ID

The list of Machine.Group IDs displayed is based on the Machine ID / Group ID filter and the machine groups the user is authorized to see using System > User Security > Scopes.

### Scheduled

This timestamp shows the scheduled **Initial Update**.

### Updated

If checked, an **Initial Update** has been performed successfully on the machine ID. The timestamp shows when the **Status** being reported was completed.

### Status

During processing, the **Status** column displays the following types of messages, if applicable:

* Started
* Processing Windows Installer
* Processing operating system service packs
* Processing operating system update rollups
* Processing operating system critical updates
* Processing operating system non-critical updates
* Processing operating system security updates
* Processing Office service packs
* Processing Office update rollups
* Processing Office updates

When all processing has been completed, the **Status** column displays either:

* Completed - fully patched
* Completed - remaining patches require manual processing

If the latter status displays, select the appropriate machine ID in Patch Management > **Machine Update**to determine why all patches were not applied. Some patches might require manual install or for the user to be logged in. In the case of patch failures, manually schedule failed patches to be reapplied. Due to occasional conflicts between patches resulting from not rebooting after each individual patch, simply reapplying the patches typically resolves the failures.

# Pre/Post Procedure: Patch Management

#### Patch Management > Manage Machines > Pre/Post Procedure

Use the **Pre/Post Procedure** page to run procedures either before and/or after **Initial Update** or **Automatic Update**. For example, you can run procedures to automate the preparation and setup of newly added machines before or after **Initial Update**.

**To Run a Pre/Post Procedure**

1. Select machine IDs or machine ID templates in the paging area.
2. Check one or more of the following checkboxes and select an agent procedure for each checkbox you check:
   * Run select agent procedure before Initial Update
   * Run select agent procedure after Initial Update
   * Run select agent procedure before Automatic Update
   * Run select agent procedure after Automatic Update
3. Click **Set**.

### Skip Auto Update

The **Auto Pre-Agent Procedure** can be used to determine whether the **Automatic Update** should be executed or not. After executing the **Auto Pre-Agent Procedure**, a registry value is checked on the machine. If this registry value exists **Automatic Update** is skipped; otherwise, **Automatic Update** is executed. To invoke this feature, the **Auto Pre-Agent Procedure** must include a procedure step to set the registry value below:

HKEY\_LOCAL\_MACHINE\SOFTWARE\CloudActiv8\Agent\SkipAutoUpdate

If this registry value exists, a procedure log entry is made to document that **Automatic Update** was skipped, and this registry key is deleted.

### Select All/Unselect All

Click the **Select All** link to check all rows on the page. Click the **Unselect All** link to uncheck all rows on the page.

### Check-in status

These icons indicate the agent check-in status of each managed machine. Hovering the cursor over a check-in icon displays the agent Quick View window.
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An agent icon adorned with a red clock badge is a temporary agent.
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### Edit icon

Click the edit icon ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAMCAIAAADUCbv3AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAjUlEQVQYlY2OwQ0CMQwE1xYFXXhQCRRw5H4U4UYCtUTiwS/XwlXi5cGRSwRIzMvrldcrJNEzna9lfqyCpIiYGUmSZhaGWMYSEYGAaoiIiJAMQySZbgkIWjPd3d3fSiImAKutqqr6Gtoevei9zfaGn9efdL9rg3/DdwByzu3qeDoAl/m+BwB+Y1mWOCaSTwuXZrhU3oAuAAAAAElFTkSuQmCC) next to a machine ID to automatically set header parameters to those matching the selected machine ID.

### Machine.Group ID

The list of Machine.Group IDs displayed is based on the Machine ID / Group ID filter and the machine groups the user is authorized to see using System > User Security > Scopes.

### Init Pre-Agent Procedure / Init Post-Agent Procedure

This column lists the procedures set to run before and/or after an **Initial Update**.

### Auto Pre-Agent Procedure / Auto Post-Agent Procedure

This column lists the procedures set to run before and/or after an **Automatic Update**.

# Automatic Update

#### Patch Management > Manage Machines > Automatic Update

The **Automatic Update** page is the *preferred* method of updating managed machines with Microsoft

patches on a *recurring* basis. **Automatic Update** obeys both the Patch Approval Policy and the **Reboot Action**policy. Use **Initial Update** if you are installing patches for the first time on a managed machine. See **Methods of Updating Patches** , **Configuring Patch Management**, **Patch Processing**, **Superseded Patches**, **Update Classification**and **Patch Failure**for a general description of patch management.

* Patches that require manual intervention are not included in **Automatic Updates**. These are shown in the **Missing Manual** column of the **Patch Status**page and on the individual **Machine Update**page.
* Patch installation only occurs when a new missing patch is found by **Scan Machine**.
* **Automatic Update** is suspended for a machine while **Initial Update** is being processed. **Automatic Update** automatically resumes when **Initial Update** completes.
* A 'Patch Automatic Update Finished' log entry is added to the Agent Procedure Log when Automatic Update completes on a machine.

**Schedule**

Click **Schedule** to display the **Scheduler** window, which is used throughout the CloudActiv8 to schedule a task. Schedule a task once or periodically. Each type of recurrence—Once, Hourly, Daily, Weekly, Monthly, Yearly—displays additional options appropriate for that type of recurrence. Periodic scheduling includes setting start and end dates for the recurrence. *Not all options are available for each task scheduled.* Options can include:

* **Schedule will be based on the time zone of the agent (rather than server)** - If checked, time settings set in the Scheduler dialog reference the local time on the agent machine to determine when to run this task. If blank, time settings reference server time, based on the server time option selected in System > Preferences. Defaults from the System > Default Settings page.
* **Distribution Window** - Reschedules the task to a randomly selected time no later than the number of periods specified, to spread network traffic and server loading. For example, if the scheduled time for a task is 3:00 AM, and the distribution window is 1 hour, then the task schedule will be changed to run at a random time between 3:00 AM and 4:00 AM.
* **Skip if offline** - If checked and the machine is offline, skip and run the next scheduled period and time. If blank and the machine is offline, run the task as soon as the machine is online again. Applies only to recurring schedules, a 'Once' schedule always executes the next time the agent is online.
* **Power up if offline** - Windows only. If checked, powers up the machine if offline. Requires Wake-On-network or vPro and another managed system on the same network.
* **Exclude the following time range** - **Applies only to the distribution window.** If checked, specifies a time range to exclude the scheduling of a task within the distribution window. Specifying a time range outside of the distribution window is ignored by the scheduler.

### Cancel

Click **Cancel** to cancel execution of this task on selected managed machines. Does not clear patch installs that have already started.

### Suspend / Unsuspend

Suspends and unsuspends **Automatic Update** for selected machines. Applies only to **Automatic Update**.

**Machine Updates** and **Patch Updates**will continue to be processed.

### Select All/Unselect All

Click the **Select All** link to check all rows on the page. Click the **Unselect All** link to uncheck all rows on the page.

**Check-in status**

These icons indicate the agent check-in status of each managed machine. Hovering the cursor over a check-in icon displays the agent Quick View window.
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![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABcAAAAXCAYAAADgKtSgAAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAl0lEQVRIie3VMQ6DMAxA0W+LYzDQiZXjcA84BgfplTKxcAwUM1A6lbQidaVI9WQl0Ytk2bLYgOEU6gUDVEcSIyvKki1GatXdfeIoi052y7ZHmYFmJx2jXLxKXcZR7hjt6QMh6GT9JRyjVaE7/fzNhJRb8z/+ezzdikJItpsQLuOpAfkkyq25Ky7HDnXdRI+DJhvXl+n3YwNQ1SM5RLNIggAAAABJRU5ErkJggg==) Agent has never checked in

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABcAAAAXCAYAAADgKtSgAAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAC0klEQVRIiZ2Vz0+UZxDHPzP7Lgt1W0mo9dxEEsIu7cEodKU/rqZNOGjEY5PWa2PSM3H5DwzxpgevEAmRYjxpmsJu9FBrg0SShTUx8WJCQ+tSdpf3nfHwdnFlWWD7PT7z5DOTeb7PjLg7e/XT/fOpdOKj/kCDXEQ0hpNT1d5G3Mw2EYpiOm9EhUp0sjR1fqq2lyN74flfL6VDS1wVl3EzBlQJWrLvJiFUZdVFpoOTO9fzmZlKG7jIxMPLgxZJXoVvEXraQVuTWBV0IVmrTua/m1uBGKqNCxMPLw/i3FLlYidgAFXtTu2EFz8vlG++PHtscPcc4lZYZHmQkU6gDYk7meILztxfHUlvbOX5RNIAib+GH6eSkv5ZRX5ASHYKTtZChhbLfDXzO121EIRPt7vYeXVj8rEeT/WeEvHxTlsBENQjsktlRn5ZRm3XGD0ujPc5p9RMz5kx0ClYIyO7tM7IwjLdW++70GPeuQCiMVVta7f9lKyGZIrrjM79SVCPWhMrgcGY4uQ6q9jJFMsM31vZF9ykXND88w6tuB6RWVrny9k/SIR24F2B3iO3I6iHZJfKDC8sHwpuSA+/AmpOthCDu7fqR62HwMw3VaVta5K1kGyhzOjsUxLhgT1+Tw6binixbcWRkSmUOXvvWUfg/1RUSNw1I9wbCeoRn/22xujcU3oqLdP0QJkRKtxVVSuostocjL/0Gl/MLx9mt30lMa+gf9dOrLnLNM42NIZQ7OPUv0d/vCZtizO9IayJu8cLItLbXTW7kCmW+XrmCWKtG+oocpj9+B++57VX4pH7zUzlw63w2tBi6dHwwrP/DTbnkcI1XnsFmny+/WT2+ekHpR8/eFO7A3GLOqi2Ks6dCK5MrfO8cd6yQ8lIeqPKVRfG3RlQOWCHOqEIq+JM93VznRVvt0PfqdQvqT6jnwQ5M8aAnMDuR3PYBIoo8xpR2FBK/SVv8etbhXVI5mz1vbkAAAAASUVORK5CYII=) Agent is online but remote control has been disabled ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABcAAAAXCAYAAADgKtSgAAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAC50lEQVRIiaWVzWvcZRDHP9/5bXabuoaYtRtLoahJpHVBBEFrRNRzkUAFe/FQpOAtFDT39dB/wJMHIXo0IBpfzkLQ6EFPulXMC9JDLWm2qZpu22x2xkN2l91fdjcLfm/PzDOfmWd4nmcUEaRVKSl7us5UHV52Zw6YFYy3/AF3gFWML3Owcn2EjVIl9tIcHYKXlK8+YJ7gTYeSicyh7E15sG9QQSwVcnxAJXZ7wyXdnuJpgnKI88BoP2haAfct+HoP3n9skwpNaBt+e1qlRvCRiXMDKDcCtiSe7XOSHxNxeWI9KgAGQFF5gvJAMODG50nCfD+/iXMEZYrKA9jajHLVh7nSbMXhYp1VwTtATcG29vil2YrFCK4e2i/O74wxXykpa4VgOsRF+vTYjD8mNlh06LoNClYIlnuEjDpcmKzxhAEvhXOm6/jQwNl18INyot4rsWfobXeeIeEVc5gz675ugt9IuCS43iv4KJkxAswZMJt2ytkurPOFgr+HgUWw4s4PKfNzmc6Xl4po8KT+dLh2sOatJMev4+Pcre7wdgSVdjHGVfaZBF5sh0Ox7+sDaCS8W1yLDYATG/FNy16ARYC/ntLZxLkVxh4J/3bGGsgGwVvgfjoZbCIWSLiZ9jlEJuBO39YcpbV4UIBPALan1XXjBFsGrKZjAnLVGY0NnURSwImU9WczWHZnv2uvcTypMzE0HEzB862FO/sGywZ8L+P3rsqDMU84NSy5Ns1JxOvtTEYlxHdWFesKPgXudcBPBbxGSdkjyY/rWC1YEEw2LfcMlm5mWT/4covKb4/xseCN9tGCHTPeK2RZSg+Blm5M6fQILEhcFhwDCPjs0X+4xFbsDvzPw7ll4isPvmWEn6J+8NdkMow2nBcILhC8KiPXLKjrP2/Dy5LNT3E2PYkc3Jy7YdQErZloBA+5OG6gzkn04SbXyhHeBW+rpHz1PldCXIzgzDAz1MTSIwNnaIfWZpQrODMkzP6f6f8f+y9KXL3PHV4AAAAASUVORK5CYII=) The agent has been suspended

An agent icon adorned with a red clock badge is a temporary agent.
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### Machine.Group ID

The list of Machine.Group IDs displayed is based on the Machine ID / Group ID filter and the machine groups the user is authorized to see using System > User Security > Scopes.

### Recurrence

If recurring, displays the interval to wait before running the task again.

### Automatic Update Suspended
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# Machine History

#### Patch Management > Manage Machines > Machine History

* **Similar information is provided using Info Center > Reporting > Reports > Patch Management and the Patch Status tab of the Machine Summary and Live Connect (Classic) pages.**

The **Machine History** page displays the results from the most recent patch scan of managed machines. All **installed** and **missing** patches applicable to a managed machine are listed, regardless of whether the patch is approved or not.

* Click a machine ID link to display its patch history.
* Click the **KB Article** link to display a Details page about the patch. The Details page contains a link to display the knowledge base article.
* Patches classified as security updates have a security bulletin ID (MSyy-xxx). Clicking this link displays the security bulletin.
* The **Product** column helps identify the product category associated with a specific patch. If a patch is used across multiple operating system families (i.e., Windows XP, Windows Server 2003, Vista, etc.), the product category is Common Windows Component. Examples include Internet Explorer, Windows Media Player, MDAC, MSXML, etc.

**Superseded Patches**

A patch may be superseded and not need to be installed. See **Superseded Patches** for more information.

### (Patch)

Patches are grouped by update classification first and knowledge base article number second.

### (Status)

The following status messages can appear next to a patch:

* Installed (date unknown)
* Installed (<datetime>)
* Missing
* Denied by Patch Approval
* Denied (Pending Patch Approval)
* Manual install to CloudActiv8 database server only - Applies to SQL Server patches on the database server where the CloudActiv8 Server database is hosted
* Manual install to KServer only - Applies to Office or any "install-as-user" patches on the CloudActiv8 Server
* Patch Location Pending - Applies to patches with an invalid patch location. See **Invalid Patch Location Notification** in System > Configure.
* Missing Patch Location
* Ignore

# Machine Update

#### Patch Management > Manage Updates > Machine Update

* **Similar information is provided using Info Center > Reporting > Reports > Patch Management and the Patch Status tab of the Machine Summary and Live Connect (Classic) pages.**

The **Machine Update** page manually installs Microsoft patches on individual machines. **Machine Update** overrides the Patch Approval Policy but obeys the **Reboot Action**policy. If you're using **Automatic Update**, then **Machine Update** is used on an exception basis. **Machine Update** is often used to test a new patch prior to approving it for general release to all machines. See **Methods of Updating Patches**, **Configuring Patch Management**, **Patch Processing**, **Superseded Patches**, **Update Classification**and **Patch Failure**for a general description of patch management.

**Using Machine Update**

1. Click a machine ID to display all patches missing on that machine.
2. The **Product** column helps identify the product category associated with a specific patch. If a patch is used across multiple operating system families (i.e., Windows XP, Windows Server 2003, Vista, etc.), the product category is Common Windows Component. Examples include Internet Explorer, Windows Media Player, MDAC, MSXML, etc.
3. Optionally click the **KB Article** link to display a Details page about the patch. The Details page contains a link to display the knowledge base article.
4. Optionally click a **Security Bulletin** link to review a security bulletin, if available. Patches classified as security updates have a security bulletin ID (MSyy-xxx).
5. Check the box next to patches you want installed on the selected machine ID.
6. Click the **Schedule** button to install patches using the install parameters.
7. Click the **Cancel** button to remove any pending patch installs. Does not clear patch installs that have already started.

### Superseded Patches

A patch may be superseded and not need to be installed. See **Superseded Patches**for more information.

### Schedule

Click this button to display the **Scheduler** window, which is used throughout the CloudActiv8 to schedule a task. Schedule this task *once*. Options include:

* **Schedule will be based on the time zone of the agent (rather than server)** - If checked, time settings set in the Scheduler dialog reference the local time on the agent machine to determine when to run this task. If blank, time settings reference server time, based on the server time option selected in System > Preferences. Defaults from the System > Default Settings page.
* **Distribution Window** - Reschedules the task to a randomly selected time no later than the number of periods specified, to spread network traffic and server loading. For example, if the scheduled time for a task is 3:00 AM, and the distribution window is 1 hour, then the task schedule will be changed to run at a random time between 3:00 AM and 4:00 AM.
* **Skip if offline** - If checked and the machine is offline, skip and run the next scheduled period and time. If blank and the machine is offline, run the task as soon as the machine is online again. Applies only to recurring schedules, a 'Once' schedule always executes the next time the agent is online.
* **Power up if offline** - Windows only. If checked, powers up the machine if offline. Requires Wake-On-network or vPro and another managed system on the same network.
* **Exclude the following time range** - **Applies only to the distribution window.** If checked, specifies a time range to exclude the scheduling of a task within the distribution window. Specifying a time range outside of the distribution window is ignored by the scheduler.

### Cancel

Click **Cancel** to cancel execution of this task on selected managed machines.

### Hide patches denied by Patch Approval

If checked, hides patches denied patch approval. Patches with the status Pending Approval are considered denied by **Machine Update**.

### Select All/Unselect All

Click the **Select All** link to check all rows on the page. Click the **Unselect All** link to uncheck all rows on the page.

### (Patch)

Patches are grouped by update classification first and knowledge base article number second.

### (Status)

The following status messages can appear next to a patch:

* Pending (Processing Now)
* Pending (Scheduled to run at <date>)
* Install Failed - See **Patch Failure** *.*
* Awaiting Reboot
* User not logged in
* User not ready to install
* Install Failed - Missing Network Credential
* Install Failed - Invalid Network Credential or LAN Server Unavailable
* Install Failed - Invalid Credential
* Missing
* Denied by Patch Approval
* Denied (Pending Patch Approval)
* Manual install to database server only - Applies to SQL Server patches on the database server where the CloudActiv8 Server database is hosted
* Manual install to KServer only - Applies to Office or any "install-as-user" patches on the CloudActiv8 Server
* Patch Location Pending - Applies to patches with an invalid patch location. See **Invalid Patch Location Notification** in System > Configure.
* Missing Patch Location
* Ignore

# Patch Update

#### Patch Management > Manage Updates > Patch Update

The **Patch Update** page updates missing Microsoft patches on all machines displayed in the paging area. **Patch Update** overrides the **Patch Approval Policy** but obeys the **Reboot Action** policy. If you're using **Automatic Update**, then **Patch Update** is used on an exception basis to apply individual patches to multiple machines or to re-apply patches that originally failed on certain machines. See **Methods of Updating Patches**, **Configuring Patch Management**, **Patch Processing**, **Superseded Patches**, **Update Classification**and **Patch Failure**for a general description of patch management.

**Patches Displayed**

The display of patches on this page are based on:

* + The Machine ID/Group ID filter.
  + The patches reported using **Scan Machine**. Managed machines should be scanned daily.
  + The patches of machines using **Automatic Update**. If the **Hide machines set for Automatic Update** box is checked, these patches are *not* listed here. These patches are automatically applied at the **Automatic Update** scheduled time for each machine.
  + If the **Hide patches denied by Patch Approval** box is checked, patches that are denied or pending approval are not listed here.
  + The patches of machines being processed by **Initial Update**. These patches are excluded from this page until **Initial Update** completes.

### Duplicate Entries

Microsoft may use a common knowledge base article for one or more patches, causing patches to appear to be listed more than once. **Patch Update** displays patches sorted by **Update Classification** or **Product** first and knowledge base article number second. Check the **Product** name or click the **KB Article** link to distinguish patches associated with a common knowledge base article.

**Superseded Patches**

A patch may be superseded and not need to be installed. See **Superseded Patches** for more information.

### Using Patch Update

1. Optionally click the **KB Article** link to display a Details page about the patch. The Details page contains a link to display the knowledge base article.
2. Patches classified as security updates have a security bulletin ID (MSyy-xxx). Optionally click the

**Security Bulletin** link to review the security bulletin, if available.

1. Optionally click the box next to a **KB Article** to schedule that patch on all managed machines missing that patch.
2. Optionally click the **Machines...** button to schedule a patch on individual machines or to set machines to ignore a patch. The **Ignore** setting applies to the selected patch on the selected machines. If **Ignore** is set, the patch is considered Denied. Patches marked as **Ignore** on the selected machines cannot be installed by any of the installation methods. To be installed, the **Ignore** setting must be cleared.
3. Click the **Schedule** button to install the patches using the install parameters.
4. Click the **Cancel** button to remove any pending patch installs. Does not clear patch installs that have already started.

### Hide machines set for Automatic Update

If checked, hides patches missing from machine IDs set to **Automatic Update.**

### Hide patches denied by Approval Policy

If checked, hides patches denied by Patch Approval Policy.

### Patch Group By

Display patch groups by **Classification** or **Product**.

### Schedule

Click this button to display the **Scheduler** window, which is used throughout the CloudActiv8 to schedule a task. Schedule this task *once*. Options include:

* **Schedule will be based on the time zone of the agent (rather than server)** - If checked, time settings set in the Scheduler dialog reference the local time on the agent machine to determine when to run this task. If blank, time settings reference server time, based on the server time option selected in System > Preferences. Defaults from the System > Default Settings page.
* **Distribution Window** - Reschedules the task to a randomly selected time no later than the number of periods specified, to spread network traffic and server loading. For example, if the scheduled time for a task is 3:00 AM, and the distribution window is 1 hour, then the task schedule will be changed to run at a random time between 3:00 AM and 4:00 AM.
* **Skip if offline** - If checked and the machine is offline, skip and run the next scheduled period and time. If blank and the machine is offline, run the task as soon as the machine is online again. Applies only to recurring schedules, a 'Once' schedule always executes the next time the agent is online.
* **Power up if offline** - Windows only. If checked, powers up the machine if offline. Requires Wake-On-network or vPro and another managed system on the same network.
* **Exclude the following time range** - **Applies only to the distribution window.** If checked, specifies a time range to exclude the scheduling of a task within the distribution window. Specifying a time range outside of the distribution window is ignored by the scheduler.

### Cancel

Click **Cancel** to cancel execution of this task on selected managed machines.

### Show Details

Click the **Show Details** checkbox to display the expanded title and installation warnings, if any, of each patch.

### Select All/Unselect All

Click the **Select All** link to check all rows on the page. Click the **Unselect All** link to uncheck all rows on the page.

### Status Warning Icon

A warning icon ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABAAAAAQCAIAAACQkWg2AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAgUlEQVQokY3SwQrDMAwDUHnsr92j/N3qIYUltbLWhFAw6DVOQhLWqorxkXlvAYDWIiFdq3clfUzGotU/YY7fIV6I2CM9fmoZ5OEMBrHDmYUbYgTytxtkPxw/Ln+GdvsT0uNJAiBpkVdTWpAu7NZgQ1JVHMdz/PjVL65n3B6Zq8w8AbRp+vvBwz5bAAAAAElFTkSuQmCC) indicates the patch status for one or more machines should be checked before installing this patch. Click the **Machines** button and review the **Status** column for each machine missing this patch.

### Machines...

Click **Machines...** to list all machines missing this patch. On the details page, the following status messages can appear next to a patch:

* Pending (Processing Now)
* Pending (Scheduled to run at <date>)
* Install Failed - See **Patch Failure** *.*
* Awaiting Reboot
* User not logged in
* User not ready to install
* Install Failed - Missing Network Credential
* Install Failed - Invalid Network Credential or LAN Server Unavailable
* Install Failed - Invalid Credential
* Missing
* Denied by Patch Approval
* Denied (Pending Patch Approval)
* Manual install to database server only - Applies to SQL Server patches on the database server where the CloudActiv8 Server database is hosted
* Manual install to KServer only - Applies to Office or any "install-as-user" patches on the CloudActiv8 Server
* Patch Location Pending - Applies to patches with an invalid patch location. See **Invalid Patch Location Notification** in System > Configure.
* Missing Patch Location
* Ignore

### KB Article

The knowledge base article describing the patch. Click the **KB Article** link to display a Details page about the patch. The Details page contains a link to display the knowledge base article.

### Security Bulletin

Patches classified as security updates have a security bulletin ID (MSyy-xxx). Clicking this link displays the security bulletin.

### Missing

The number of machines missing this patch.

### Auto

Displays only if the **Hide machines set for Automatic Update** box is *not* checked. The number of machines scheduled to install this patch by **Automatic Update**.

### Ignore

The number of machines set to ignore a patch using the **Machines** button. The **Ignore** setting applies to the selected patch on the selected machines. If **Ignore** is set, the patch is considered Denied. Patches marked as **Ignore** on the selected machines cannot be installed by any of the installation methods. To be installed, the **Ignore** setting must be cleared.

### Product

The **Product** column helps identify the product category associated with a specific patch. If a patch is used across multiple operating system families (i.e., Windows XP, Windows Server 2003, Vista, etc.), the product category is Common Windows Component. Examples include Internet Explorer, Windows Media Player, MDAC, MSXML, etc.

### Update Classification

See **Update Classification**for an explanation of **Classification** and **Type**.

# Rollback

#### Patch Management > Manage Updates > Rollback

The **Rollback** page removes patches after they have been installed on a system. Not all patches may be uninstalled. The system only lists patches supporting the rollback feature.

**To Remove a Patch from a Managed Machine**

1. Click the machine ID that you want to remove a patch from.
2. Check the box to the left of the patch you want to uninstall.
3. Click the **Rollback** button.

### Rollback

* Click this button to display the **Scheduler** window, which is used throughout the CloudActiv8 to schedule a task. Schedule this task *once*. Options include:
  + **Distribution Window** - Reschedules the task to a randomly selected time no later than the number of periods specified, to spread network traffic and server loading. For example, if thescheduled time for a task is 3:00 AM, and the distribution window is 1 hour, then the task schedule will be changed to run at a random time between 3:00 AM and 4:00 AM.
* **Skip if offline** - If checked and the machine is offline, skip and run the next scheduled period and time.

If blank and the machine is offline, run the task as soon as the machine is online again. Applies only to recurring schedules, a 'Once' schedule always executes the next time the agent is online.

* **Power up if offline** - Windows only. If checked, powers up the machine if offline.

Requires Wake-On-network or vPro and another managed system on the same network.

* **Exclude the following time range** - **Applies only to the distribution window.**

If checked, specifies a time range to exclude the scheduling of a task within the distribution window.

Specifying a time range outside of the distribution window is ignored by the scheduler.

Cancel

Click **Cancel** to clear a scheduled rollback. Does not clear rollbacks that have already started.

### Select All/Unselect All

Click the **Select All** link to check all rows on the page. Click the **Unselect All** link to uncheck all rows on the page.

### (Patch)

Patches are grouped by update classification first and knowledge base article number second.

### KB Article

The knowledge base article describing the patch. Click the **KB Article** link to display a Details page about the patch. The Details page contains a link to display the knowledge base article.

### Security Bulletin

The security bulletin associated with a patch. Patches classified as security updates have a security bulletin ID (MSyy-xxx). Click the **Security Bulletin** link to review the security bulletin, if available.

### (Product)

The **Product** column helps identify the product category associated with a specific patch. If a patch is used across multiple operating system families (i.e., Windows XP, Windows Server 2003, Vista, etc.), the product category is Common Windows Component. Examples include Internet Explorer, Windows Media Player, MDAC, MSXML, etc.

### (Install Date)

Includes the date the patch was installed, if available.

# Cancel Updates

#### Patch Management > Manage Updates > Cancel Updates

The **Cancel Updates** page clears *all manually scheduled* patch installations on selected machine IDs. Does not clear patch installations that have already started.

The **Cancel Updates** page can also *terminate* currently running patch installation processes. A **Terminate** button displays next to the machine name when a patch installation is being processed. Termination deletes existing patch installation procedures for the selected machine, and the installation process ends after the currently running procedure completes.

**Cancel**

Click **Cancel** to clear all scheduled patch installations scheduled by either **Machine Update** or by **Patch Update** on selected machine IDs. Does not clear patch installations that have already started.

**View By**

View patches sorted by machine or by patch first.

### Show patch list

If **View By** machine is selected and **Show patch list** is checked, all *scheduled patch IDs* for each machine ID are listed. If **Show patch list** is blank, the *total number of scheduled patches* are listed for each machine ID.

### Show machine list

If **View By** patch is selected and **Show machine list** is checked, all *scheduled patch IDs* for each machine ID are listed. If **Show machine list** is blank, the *total number of scheduled patches* are listed for each machine ID.

### Select All/Unselect All

Click the **Select All** link to check all rows on the page. Click the **Unselect All** link to uncheck all rows on the page.

### Check-in status

These icons indicate the agent check-in status of each managed machine. Hovering the cursor over a check-in icon displays the agent Quick View window.
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An agent icon adorned with a red clock badge is a temporary agent.
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### Machine.Group ID

The list of Machine.Group IDs displayed is based on the Machine ID / Group ID filter and the machine groups the user is authorized to see using System > User Security > Scopes.

### KB Article

The knowledge base article describing the patch. Click the **KB Article** link to display a Details page about the patch. The Details page contains a link to display the knowledge base article.

# Create/Delete: Patch Policy

#### Patch Management > Patch Policy > Create/Delete

The **Create/Delete** page creates or deletes patch policies. Patch policies contain all active patches for the purpose of approving or denying patches. An active patch is defined as a patch that has been reported by a patch scan by at least one machine in the CloudActiv8. Any machine can be made a member of one or more patch policies.

For example, you can create a patch policy named servers and assign all your servers to be members of this patch policy and another patch policy named workstations and assign all your workstations to be members of this policy. This way, you can configure patch approvals differently for servers and workstations.

* The patches of machines that are not a member of any patch policy are treated as if they were

*automatically approved*.

* When a new patch policy is created the default approval status is *pending approval* for all patch categories.
* The default approval status for each category of patches and for each product can be individually set.
* If a machine is a member of multiple patch policies and those policies have conflicting approval statuses, the most restrictive approval status is used.
* **Initial Update** and **Automatic Update** require patches be approved before these patches are installed.
* **Approval by Policy** approves or denies patch by *policy*.
* **Approval by Patch** approves or denies patches by *patch* and sets the approval status for that patch in all patch policies.
* **KB Override** overrides the default approval status by *KB Article* for all patch policies and sets the approval status for patches associated with the KB Article in all patch policies.
* **Patch Update** and **Machine Update** can install denied patches.
* Non-Master role users can only see patch policies they have created or patch policies that have machine IDs the user is authorized to see based on their scope.

**Create**

Click **Create** to define a new patch policy, after entering a new machine patch policy name in the edit field.

### Delete

Click **Delete** to delete selected patch policies.

### Enter name for a new patch policy

Enter the name for a new patch policy.

### Select All/Unselect All

Click the **Select All** link to check all rows on the page. Click the **Unselect All** link to uncheck all rows on the page.

### Edit Icon
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### Policy Name

Lists all machine patch policies defined for the entire system.

**Member Count**

Lists the number of machines that are members of each patch policy.

### Show Members

Click **Show Members** to list the members of a patch policy.

# Membership: Patch Policy

#### Patch Management > Patch Policy > Membership

The **Membership** page assigns machine IDs to one or more patch policies. Patch policies contain all active patches for the purpose of approving or denying patches. An active patch is defined as a patch that has been reported by a patch scan by at least one machine in the CloudActiv8. Any machine can be made a member of one or more patch policies.

For example, you can create a patch policy named servers and assign all your servers to be members of this patch policy and another patch policy named workstations and assign all your workstations to be members of this policy. This way, you can configure patch approvals differently for servers and workstations.

* The patches of machines that are not a member of any patch policy are treated as if they were

*automatically approved*.

* When a new patch policy is created the default approval status is *pending approval* for all patch categories.
* The default approval status for each category of patches and for each product can be individually set.
* If a machine is a member of multiple patch policies and those policies have conflicting approval statuses, the most restrictive approval status is used.
* **Initial Update** and **Automatic Update** require patches be approved before these patches are installed.
* **Approval by Policy** approves or denies patch by *policy*.
* **Approval by Patch** approves or denies patches by *patch* and sets the approval status for that patch in all patch policies.
* **KB Override** overrides the default approval status by *KB Article* for all patch policies and sets the approval status for patches associated with the KB Article in all patch policies.
* **Patch Update** and **Machine Update** can install denied patches.
* Non-Master role users can only see patch policies they have created or patch policies that have machine IDs the user is authorized to see based on their scope.

**View Definitions**

You can filter the display of machine IDs on any agent page using the following options in View Definitions.

#### Show/Hide members of patch policy

* **Use Patch Policy**

**Assign machines to a patch policy**

Click one or more patch policy names to mark them for adding or removing from selected machine IDs.

### Remove

Click **Remove** to remove selected machine IDs from selected patch policies.

### Always show all Patch Policies to All Users

If checked, always show all patch policies to all users. This allows all non-master role users to deploy patch policies, even if they did not create the patch policies and don't have machines yet that use them. If blank, only master role users can see all patch policies. If blank, non-master role users can only see patch policies assigned to machines within their scope or to unassigned patch policies they created. This option only displays for master role users.

### Machine.Group ID

The list of Machine.Group IDs displayed is based on the Machine ID / Group ID filter and the machine groups the user is authorized to see using System > User Security > Scopes.

### Policy Membership

Displays a comma separated list of patch policies that each machine ID is a member of.

# Approval by Policy

#### Patch Management > Patch Policy > Approval by Policy

The **Approval by Policy** page approves or denies the installation of Microsoft patches on managed machines by *patch policy*. Patches pending approval are considered denied until they are approved. This gives you the chance to test and verify a patch in your environment before the patch automatically pushes out. See **Methods of Updating Patches**, **Configuring Patch Management**, **Patch Processing**, **Superseded Patches**, **Update Classification**and **Patch Failure**for a general description of patch management.

**Setting Patch Approval Policies**

Patch policies contain all active patches for the purpose of approving or denying patches. An active patch is defined as a patch that has been reported by a patch scan by at least one machine in the CloudActiv8. Any machine can be made a member of one or more patch policies.

For example, you can create a patch policy named servers and assign all your servers to be members of this patch policy and another patch policy named workstations and assign all your workstations to be members of this policy. This way, you can configure patch approvals differently for servers and workstations.

* The patches of machines that are not a member of any patch policy are treated as if they were

*automatically approved*.

* When a new patch policy is created the default approval status is *pending approval* for all patch categories.
* The default approval status for each category of patches and for each product can be individually set.
* If a machine is a member of multiple patch policies and those policies have conflicting approval statuses, the most restrictive approval status is used.
* **Initial Update** and **Automatic Update**require patches be approved before these patches are installed.
* **Approval by Policy** approves or denies patch by *policy*.
* **Approval by Patch** approves or denies patches by *patch* and sets the approval status for that patch in all patch policies.
* **KB Override** overrides the default approval status by *KB Article* for all patch policies and sets the approval status for patches associated with the KB Article in all patch policies.
* **Patch Update** and **Machine Update** can install denied patches.
* Non-Master role users can only see patch policies they have created or patch policies that have machine IDs the user is authorized to see based on their scope.

**Superseded Patches**

A patch may be superseded and not need to be installed. See **Superseded Patches** for more information.

### Policy

Select a patch policy by name from the drop-down list.

### Save As...

Click **Save As...** to save the currently selected patch policy to a new policy with identical settings. All patch approval/denial statuses are copied as are the default approval statuses for the policy. Machine membership is *not* copied to the new policy.

### Copy Approval Statuses to Policy <Policy> / Copy Now

Select a policy to copy approval statuses *to*, from the currently selected policy. Then click **Copy Now**. This enables you to perform patch testing against a group of test machines using a test policy. Once testing has been completed and the patches have been approved or denied, use the copy feature to copy only the approved or denied statuses from the test policy to a production policy.

### Policy View / Group By

Display patch groups by classification or product.

### Patch Approval Policy Status

This table displays the approval status of patches by update classification or product group. **Approved**, **Denied**, **Pending Approval,** and **Totals** statistics are provided for each update classification or product group.

Select a **Default Approval Status** for any category for this patch policy. Newly identified patches for this patch policy are automatically set to this default value. Choices include:
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Click any link in this table to display a **Patch Approval Policy Details** page listing individual patches and their approval status. The list is filtered by the type of link clicked:

#### Classification or Product

* **Approved**
* **Denied**
* **Pending Approval**
* **Totals**

In the **Patch Approval Policy Details** page you can:

* Approve or deny approval of patches individually.
* Click the **KB Article** link to display a Details page about the patch. The Details page contains a link to display the knowledge base article.
* Click the **Security Bulletin** link to review the security bulletin, if available. Patches classified as security updates have a security bulletin ID (MSyy-xxx).
* The **Product** column helps identify the product category associated with a specific patch. If a patch is used across multiple operating system families (i.e., Windows XP, Windows Server 2003, Vista, etc.), the product category is Common Windows Component. Examples include Internet Explorer, Windows Media Player, MDAC, MSXML, etc.
* See **Update Classification** for an explanation of **Classification** and **Type**.
* Click the **Show Details** checkbox to display the expanded title, patch status notes and installation warnings, if any, of each patch.
* Click **Filter...** to restrict the amount of data displayed. You can specify a different advanced filter for each column of data displayed. See **Advanced Filtering**
* Optionally add a note, up to 500 characters, using **Patch Status Notes**. The note is added when the **Approve** or **Deny** buttons are selected. If the text box is empty when the **Approval** or **Deny** buttons are selected, the note is removed for selected patches.

### Override Default Approval Status with Denied for "Manual Install Only" updates in this policy

If checked, all existing and future Manual Install Only updates are set to denied for this policy.

### Override Default Approval Status with Denied for "Windows Update Web Site" updates in this policy

If checked, all existing and future Windows Update Web Site updates are set to denied for this policy.

### Override Default Approval Status with Denied for superseded updates in this policy

If checked, all existing and future superseded patches are set to denied for this policy.

### Set New Patch Product Default Approval Status in this policy

Selects the initial *default approval status* for **new** Microsoft products identified during patch scans. These new products display when the **Policy View / Group By** drop-down list is set to Product.

# Approval by Patch

#### Patch Management > Patch Policy > Approval by Patch

The **Approval by Patch** page approves or denies the installation of Microsoft patches on managed machines by *patch* for *all* patch policies. Changes affect patches installed by all users. This saves you the trouble of approving pending patches separately for each patch policy. See **Methods of Updating Patches**, **Configuring Patch Management**, **Patch Processing**, **Superseded Patches**, **Update Classification**and **Patch Failure**for a general description of patch management.

**Setting Patch Approval Policies**

Patch policies contain all active patches for the purpose of approving or denying patches. An active patch is defined as a patch that has been reported by a patch scan by at least one machine in the CloudActiv8. Any machine can be made a member of one or more patch policies.

For example, you can create a patch policy named servers and assign all your servers to be members of this patch policy and another patch policy named workstations and assign all your workstations to be members of this policy. This way, you can configure patch approvals differently for servers and workstations.

* The patches of machines that are not a member of any patch policy are treated as if they were

*automatically approved*.

* When a new patch policy is created the default approval status is *pending approval* for all patch categories.
* The default approval status for each category of patches and for each product can be individually set.
* If a machine is a member of multiple patch policies and those policies have conflicting approval statuses, the most restrictive approval status is used.
* **Initial Update**and **Automatic Update**require patches be approved before these patches are installed.
* **Approval by Policy** approves or denies patch by *policy*.
* **Approval by Patch** approves or denies patches by *patch* and sets the approval status for that patch in all patch policies.
* **KB Override**overrides the default approval status by *KB Article* for all patch policies and sets the approval status for patches associated with the KB Article in all patch policies.
* **Patch Update**and **Machine Update**can install denied patches.
* Non-Master role users can only see patch policies they have created or patch policies that have machine IDs the user is authorized to see based on their scope.

**Superseded Patches**

A patch may be superseded and not need to be installed. See **Superseded Patches** *(*[*page iv*](#_bookmark6)*)* for more information.

### Patch Data Filter Bar

You can filter the data displayed by specifying values in each field of the **Patch Filter Data Bar** at the top of the page.
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Enter or select values in the **KB Article**, **Classification** or **Products** fields. You can also click the **Edit...** button to filter by additional fields and save the filtering selections you make as a view. Supports advanced filtering logic. Saved views can be shared using the **Make Public (others can view)** checkbox when editing the view.

### Patch Status Notes

Optionally add a note, up to 500 characters, using **Patch Status Notes**. The note is added when the **Approve** or **Deny** buttons are selected. If the text box is empty when the **Approval** or **Deny** buttons are selected, the note is removed for selected patches.

### Approve

Click **Approve** to approve selected patches for all patch policies.

### Deny

Click **Deny** to deny selected patches for all patch policies.

### Show Details

Check **Show Details** to display multiple rows of information for all patches. This includes the title of a patch, the number of patch policies that have been approved, denied, or are pending approval for a patch, patch status notes, and installation warnings, if any.

### Select All/Unselect All

Click the **Select All** link to check all rows on the page. Click the **Unselect All** link to uncheck all rows on the page.

### KB Article

Click the **KB Article** link to display a Details page about the patch. The Details page contains a link to display the knowledge base article.

### Security Bulletin

Click the **Security Bulletin** link to review the security bulletin, if available. Patches classified as security updates have a security bulletin ID (MSyy-xxx).

### Product

The **Product** column helps identify the product category associated with a specific patch. If a patch is used across multiple operating system families (i.e., Windows XP, Windows Server 2003, Vista, etc.), the product category is Common Windows Component. Examples include Internet Explorer, Windows Media Player, MDAC, MSXML, etc.

### Classification / Type

See **Update Classification** for an explanation of **Classification** and **Type**.

### Approval Status

The approval status for this patch in *all* policies. Displays Mixed if even 1 policy differs from all other policies. Clicking the **Approval Status** link displays a page displaying the approval status assigned to this patch by each policy.

### Published

The date the patch was released.

### Language

The language the patch applies to.

# KB Override

#### Patch Management > Patch Policy > KB Override

The **KB Override** page sets overrides of the *default* approval status of patches set using **Approval by Policy** by *KB Article* for *all* patch policies. It also sets the approval status for *existing* patches by KB Article for all patch policies. Changes affect patches in *all* patch policies installed by *all* users. **KB Override only applies if a Patch Policy is assigned to an endpoint***.* See **Methods of Updating Patches**, **Configuring Patch Management**, **Patch Processing**, **Superseded Patches**, **Update Classification**and **Patch Failure**for a general description of patch management. For example, KB890830, "The Microsoft Windows Malicious Software Removal Tool" is released monthly. If you decide to approve all patches associated with this KB Article using KB Override, then not only are existing patches approved but all *new* patches associated with this KB article are automatically approved each month the new patch is released.

**Setting Patch Approval Policies**

Patch policies contain all active patches for the purpose of approving or denying patches. An active patch is defined as a patch that has been reported by a patch scan by at least one machine in the CloudActiv8. Any machine can be made a member of one or more patch policies.

For example, you can create a patch policy named servers and assign all your servers to be members of this patch policy and another patch policy named workstations and assign all your workstations to be members of this policy. This way, you can configure patch approvals differently for servers and workstations.

* The patches of machines that are not a member of any patch policy are treated as if they were

*automatically approved*.

* When a new patch policy is created the default approval status is *pending approval* for all patch categories.
* The default approval status for each category of patches and for each product can be individually set.
* If a machine is a member of multiple patch policies and those policies have conflicting approval statuses, the most restrictive approval status is used.
* **Initial Update**and **Automatic Update**require patches be approved before these patches are installed.
* **Approval by Policy** approves or denies patch by *policy*.
* **Approval by Patch**approves or denies patches by *patch* and sets the approval status for that patch in all patch policies.
* **KB Override** overrides the default approval status by *KB Article* for all patch policies and sets the approval status for patches associated with the KB Article in all patch policies.
* **Patch Update**and **Machine Update**can install denied patches.
* Non-Master role users can only see patch policies they have created or patch policies that have machine IDs the user is authorized to see based on their scope.

### KB Article

Enter the KB Article number to approve or deny. Do not include the KB prefix.

### Override Notes

Enter a note to remind CloudActiv8users why the override was set.

### Approve

Click **Approve** to approve patches associated with this KB Article. Multiple patches can be associated with a KB Article.

### Deny

Click **Deny** to deny patches associated with this KB Article. Multiple patches can be associated with a KB Article.

### KB Article

Click the **KB Article** link to display the KB article.

### Override Status

Approved or Denied. Applies to all patches associated with this KB Article.

### Admin

The user who approved or denied patches associated with this KB Article.

### Changed

The date and time the user approved or denied patched associated with this KB Article.

### Notes

Reminds CloudActiv8 users why the override was set.

# Windows Auto Update

#### Patch > Configure > Windows Auto Update

The **Windows Auto Update** page determines whether **Windows Automatic Updates** on managed machines is disabled, left for the user to control, or configured.

**Window Automatic Updates**

Windows Automatic Updates is a Microsoft tool that automatically delivers updates to a computer. Windows Automatic Updates is supported in the following operating systems: Windows 2003, Windows XP, Windows 2000 SP3 or later, and all operating systems released after these. Patch Management > **Windows Auto Update** can enable or disable this feature on managed machines. While Windows Millennium Edition (Me) has an Automatic Updates capability, it cannot be managed as the above operating systems can.

**Windows Automatic Update Cannot Use Template Accounts**

Windows Automatic Updates is one feature that cannot be preconfigured in a machine ID template. This is because Windows Automatic Updates is only supported on Windows 2000 SP3/SP4, Windows XP, Windows Server 2003, and later operating systems. Since a machine ID template cannot specify an operating system, a setting for this feature cannot be stored in the machine ID template. Also, a machine’s current settings must be known before they can be overridden. The current settings are obtained when a **Scan Machine** is performed.

### View Definitions

You can filter the display of machine IDs on any agent page using the **Machines with Patch Automatic Update configuration** option in View Definitions.

### Apply

Click **Apply** to apply parameters to selected machine IDs.

### Disable

Select **Disable** to disable Windows Automatic Updates on selected machine IDs and let **Patch Management** control patching of the managed machine. Overrides the existing user settings and disables the controls in Windows Automatic Updates so the user *cannot* change any of the settings. Users can still patch their systems manually.

### User Control

Let machine users enable or disable Windows Automatic Updates for selected machine IDs.

### Configure

Forces the configuration of Windows Automatic Updates on selected machine IDs to the following settings. Overrides the existing user settings and disables the controls in Windows Automatic Updates so the user *cannot* change any of the settings. Users can still patch their systems manually.

* **Notify user for download and installation** - Notifies the user when new patches are available but does not download or install them.
* **Automatically download and notify user for installation** - Automatically downloads updates for the user but lets the user choose when to install them.
* **Automatically download and schedule installation** - Automatically downloads updates and installs the updates at the scheduled time.

### Schedule every day / <day of week> at <time of day>

Applies only if **Automatically download and schedule installation** is selected. Perform this task every day or once a week at the specified time of day.

### Force auto-reboot if user is logged on

Optionally check the box next to **Force auto-reboot if user is logged on**. By default, **Windows Auto Update**

does *not* force a reboot. **Reboot Action** settings do not apply to **Windows Auto Update**.

### Select All/Unselect All

Click the **Select All** link to check all rows on the page. Click the **Unselect All** link to uncheck all rows on the page.

### Check-in status

These icons indicate the agent check-in status of each managed machine. Hovering the cursor over a check-in icon displays the agent Quick View window.
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An agent icon adorned with a red clock badge is a temporary agent.
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### Machine.Group ID

The list of Machine.Group IDs displayed is based on the Machine ID / Group ID filter and the machine groups the user is authorized to see using System > User Security > Scopes.

### Machine Updated

Displays the status of configuring Windows Automatic Updates on selected machine IDs using this page.

* Pending - Windows Automatic Updates is being configured on the selected machine ID.
* Timestamp - The date and time Windows Automatic Updates was configured on the selected machine ID.

### Windows Automatic Update Configuration

The Windows Automatic Update configuration assigned to each selected machine ID.

Reboot Action

**Patch Management > Configure > Reboot Action**

The **Reboot Action** page defines how reboots are performed after a patch install. Patch installs do not take effect until after a machine is rebooted. The **Reboot Action** policy applies to **Machine Update**, **Patch Update**and **Automatic Update**. It does *not* apply to **Initial Update**. See **Methods of Updating Patches**, **Configuring Patch Management**, **Patch Processing**, **Superseded Patches**, **Update Classification**and **Patch Failure**for a general description of patch management.

### Patch Process

The patch installation procedure runs at the scheduled time and performs the following steps:

* Downloads, or copies from a file share, all the patch files to a local drive, typically the same drive the agent is installed on.
* Executes each patch file, one at a time.
* Performs a reboot of the machine, as specified by this page.

### View Definitions

You can filter the display of machine IDs on any agent page using the following options in View Definitions.

#### Show machines that have/have not rebooted in the last N periods

* **Machines with Reboot Pending for patch installations**

**Apply**

Click **Apply** to apply parameters to selected machine IDs.

### Reboot immediately after update.

Reboots the computer immediately after the install completes.

### Reboot <day of week> at <time of day> after install.

After the patch install completes, the computer is rebooted at the selected day of week and time of day. Use these settings to install patches during the day when users are logged in, then force a reboot in the middle of the night. Selecting **every day** reboots the machine at the next specified time of day following the patch installation.

### Warn user that machine will reboot in <N> minutes (without asking permission).

When the patch install completes, the message below pops open warning the user and giving them a specified number of minutes to finish up what they are doing and save their work. If no one is currently logged in, the system reboots immediately.

### Skip reboot if user logged in.

If the user is logged in, the reboot is skipped after the patch install completes. Use this setting to avoid interrupting your users. This is the default setting.

### If user logged in ask to reboot every <N> minutes until the reboot occurs.

This setting displays the message below, asking the user if it is OK to reboot now. If no one is at the computer or they answer no, the same message appears every N minutes repeatedly, until the system has been rebooted. If no one is currently logged in, the system reboots immediately.

### If user logged in ask permission. Reboot if no response in <N> minutes. Reboot if user not logged in.

This setting displays the message below, asking the user if it is OK to reboot now. If no one is at the computer, it reboots automatically after N minutes **without saving** any open documents. If no one is currently logged in, the system reboots immediately.

### If user logged in ask permission. Do nothing if no response in <N> minutes. Reboot if user not logged in.

This setting displays the message below, asking the user if it is OK to reboot now. If no one is at the computer, the reboot is skipped. If no one is logged in, reboot immediately.

### Do not reboot after update

Does not reboot. Typically used if the machine is a server and you need to control the reboot. You can be notified via email when a new patch has been installed by checking **Email when reboot required** and filling in an email address. You can also format the email message by clicking the **Format Email** button. If no email address is entered, the **Reboot Now** button will be displayed on Patch > Manage Machines > **Patch Status** page when machine is ready to reboot. This option only displays for master role users.

The following types of patch reboot emails can formatted:

* Patch Reboot

The following variables can be included in your formatted email alerts and in procedures.

|  |  |
| --- | --- |
| **Within an Email** | **Description** |
| <at> | alert time |
| <db-view.column> | Include a view. Column from the database. For example, to include the computer name of the machine generating the alert in an email, use  <db-vMachine.ComputerName> |
| <gr> | group ID |
| <id> | machine ID |

### Run select agent procedure before machine is rebooted

If checked, the selected agent procedure is run just *before* the machine is rebooted.

### Run select agent procedure after machine is rebooted

If checked, the selected agent procedure is run just *after* the machine is rebooted.

### Select All/Unselect All

Click the **Select All** link to check all rows on the page. Click the **Unselect All** link to uncheck all rows on the page.

### Check-in status

These icons indicate the agent check-in status of each managed machine. Hovering the cursor over a check-in icon displays the agent Quick View window.
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An agent icon adorned with a red clock badge is a temporary agent.
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### Edit icon
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### Machine.Group ID

The list of Machine.Group IDs displayed is based on the Machine ID / Group ID filter and the machine groups the user is authorized to see using System > User Security > Scopes.

### Reboot Action

The type of reboot action assigned to each machine ID.

# File Source

#### Patch Management > Configure > File Source

The **File Source** page defines where each machine gets patch executable files from, prior to installation, and where these patch executables are copied to the local machine. File source locations include:

* The internet
* The CloudActiv8 Server
* A file share

Related information:

* Selecting the **File share located on** option below affects where **Backup** and Endpoint Security is installed from.
* Patch download links with a cab extension are always downloaded directly from the internet regardless of the **File Source** setting.
* You can filter the display of machine IDs on any agent page using the **Machines with Patch File Source configuration** option in View Definitions.
* By default **Patch Management** uses the **Use Fast Transfer option** on the System > **Default Settings** page.

**Actions**

* **Apply** - Applies the selected patch source option to selected machine IDs.
* **Clear Cache** - Clears all downloaded patches stored on the CloudActiv8 Server.

### Options

* **Copy packages to working directory on local drive with most free space** - Patches are downloaded, or copied from a file share, to the managed machine's hard disk. Several patches, especially service packs, may require significant additional local disk space to completely install. Check this box to download patches to the working directory, but use the drive on the managed machine with the most free disk space. Uncheck this box to always use the drive specified in **Working Directory** for the machine ID.
* **Delete package after install (from working directory)** - The install package is typically deleted after the install to free up disk space. Uncheck this box to leave the package behind for debugging purposes. If the install fails and you need to verify the **Command Line**switches, do not delete the package so you have something to test with. The package is stored in the **Working Directory** on the drive specified in the previous option.
* **Download from Internet** - Each managed machine downloads the patch executable file directly from the internet at the URL specified in **Patch Location**.
* **Pulled from system server** - First the CloudActiv8 Server checks to see if it already has a copy of the patch file. If not, the new patch executable is downloaded automatically and stored on the CloudActiv8 Server, then used for all subsequent distributions to managed machines. When a patch needs to be installed on a managed machine, this patch file is pushed to that machine from the CloudActiv8 Server.
* **Pulled from file server using UNC path** - This method is recommended if you support many machines on the same LAN. Patch files are downloaded to a local directory on a selected machine ID. The local directory on the machine ID is configured to be shared with other machine IDs on the same LAN. All other machine IDs on the same LAN use a UNC path to the shared folder located on the first machine ID.

1. Identify an *agent machine* that will act as the *file server machine* for other machines on the same LAN.
2. Create a share on the *file server machine* and specify the credential that will allow other machines on the same LAN to access it. This is done manually, outside of the **File Source** page.
3. Set an **agent credential** for the *file server machine* with the shared directory using Agent > Manage Agents. All other machines on the same LAN will use the credential set for the *file server machine* to access the shared folder.
4. Enter a UNC path to the share in the **Pulled from file server using UNC path** field. For example,

[\\computername\sharedname\dir\](file:///\\computername\sharedname\dir\).

In the next three steps you tell the CloudActiv8 which machine ID is acting as the *file server machine* and where the shared directory is located using local file format notation.

1. Use the **Machine Group Filter** drop-down list to select a group ID.
2. Select a machine ID from the **File share located on** drop-down list.
3. Enter a shared local directory in the **in local directory** field.

When a file is downloaded, the CloudActiv8 Server first checks to see if the patch file is already in the file share. If not, the *file server machine* automatically loads the patch file either directly from the internet or gets it from the CloudActiv8 Server.

1. **File Server automatically gets patch files from** - Select one of the following options:
   * **the Internet** - Use this setting when the *file server machine* has full internet access.
   * **the system server** - Use this setting when the *file server machine* is blocked from getting internet access.
2. **Download from Internet if machine is unable to connect to the file server** - Optionally check this box to download from the internet. This is especially useful for laptops that are disconnected from the company network but have internet access.

* **Pulled from LAN Cache** - Uses the Agent > LAN Cache and Agent > Assign LAN Cache pages to manage file sourcing for patch executable files.

### Table Columns

* **Select All/Unselect All** - Click the **Select All** link to check all rows on the page. Click the **Unselect All** link to uncheck all rows on the page.
* **(Check-in Status)** - These icons indicate the agent check-in status of each managed machine. Hovering the cursor over a check-in icon displays the agent Quick View window.
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* **Machine.Group ID** - A unique machine ID / group ID / organization ID name for a machine in the VSA.
* **Patch Source** - Lists the patch source selected for each machine ID. A **Clear Cache** button displays in this column if the **Pulled from file server using UNC path** option is selected for a machine ID. Clicking

this **Clear Cache** button clears patches from the specified file server UNC path. The **Clear Cache** button is *not* machine specific. All patches stored on that file server for the specified path will be deleted.

# Patch Alert

#### Patch Management > Configure > Patch Alert Monitor > Agent Monitoring > Alerts

* **Select Patch Alert from the** Select Alert Function **drop-down list.**

The **Alerts - Patch Alert** page alerts for patch management events on managed machines.

* A new patch is available for the selected machine ID.
* A patch installation failed on the selected machine ID.
* The agent credential is invalid or missing for the selected machine ID.
* Windows Auto Update changed.

**To Create a Patch Alert**

1. Check any of these checkboxes to perform their corresponding actions when an alert condition is encountered:
   * Create **A**larm
   * Create **T**icket
   * Run **S**cript
   * **E**mail Recipients
2. Set additional email parameters.
3. Set additional patch alert specific parameters.
4. Check the machine IDs to apply the alert to.
5. Click the **Apply** button.

### To Cancel a Patch Alert

1. Select the machine ID checkbox.
2. Click the **Clear** button.

The alert information listed next to the machine ID is removed.

### Passing Alert Information to Emails and Procedures

The following types of patch alert emails can be sent and formatted:

#### 1 - New Patch Available

* **2 - Patch Install Failed**
* **3 - Patch Approval Policies Updated**
* **4 - Agent Credential Invalid**
* **5 - Windows Auto Update Configuration Changed**

The following variables can be included in your formatted email alerts and are passed to agent procedures assigned to the alert. numbered column indicates a variable can be used with the alert type corresponding to that number.

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| **Within an Email** | **Within a Procedure** | **Description** | **1** | **2** | **3** | **4** | **5** |
| <at> | #at# | alert time |  |  |  |  |  |
| <au> | #au# | auto update change |  |  |  |  |  |
| <bl> | #bl# | new bulletin list |  |  |  |  |  |
| <db-view.column> | not available | Include a view.column from the database. For example, to include the computer name of the machine generating the alert in an email, use  <db-vMachine.ComputerName> |  |  |  |  |  |
| <fi> | #fi# | failed bulletin ID |  |  |  |  |  |
| <gr> | #gr# | group ID |  |  |  |  |  |
| <ic> | #ic# | invalid credential type |  |  |  |  |  |
| <id> | #id# | machine ID |  |  |  |  |  |
| <pl> | #pl# | new patch list |  |  |  |  |  |
|  | #subject# | subject text of the email message, if an email was sent in response to an alert |  |  |  |  |  |
|  | #body# | body text of the email message, if an email was sent in response to an alert |  |  |  |  |  |

**Create Alarm**

If checked and an alert condition is encountered, an alarm is created. Alarms are displayed in Monitor

> Dashboard List, Monitor > Alarm Summary and Info Center > Reporting > Reports > Logs > Alarm Log.

### Create Ticket

If checked and an alert condition is encountered, a ticket is created.

### Run Script

If checked and an alert condition is encountered, an agent procedure is run. You must click the **select agent procedure** link to choose an agent procedure to run. You can optionally direct the agent procedure to run on a specified range of machine IDs by clicking **this machine ID** link. These specified machine IDs do not have to match the machine ID that encountered the alert condition.

### Email Recipients

If checked and an alert condition is encountered, an email is sent to the specified email addresses.

* The email address of the currently logged on user displays in the **Email Recipients** field. It defaults from System > Preferences.
* Click **Format Email** to display the **Format Alert Email** popup window. This window enables you to format the display of emails generated by the system when an alert condition is encountered. This option only displays for master role users.
* If the **Add to current list** radio option is selected, when **Apply** is clicked alert settings are applied and the specified email addresses are added without removing previously assigned email addresses.
* If the **Replace list** radio option is selected, when **Apply** is clicked alert settings are applied and the specified email addresses replace the existing email addresses assigned.
* If **Remove** is clicked, all email addresses are removed **without modifying any alert parameters**.

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| **Within an Email** | **Within a Procedure** | **Description** | **1** | **2** | **3** | **4** | **5** |
| <at> | #at# | alert time |  |  |  |  |  |
| <au> | #au# | auto update change |  |  |  |  |  |
| <bl> | #bl# | new bulletin list |  |  |  |  |  |
| <db-view.column> | not available | Include a view.column from the database. For example, to include the computer name of the machine generating the alert in an email, use  <db-vMachine.ComputerName> |  |  |  |  |  |
| <fi> | #fi# | failed bulletin ID |  |  |  |  |  |
| <gr> | #gr# | group ID |  |  |  |  |  |
| <ic> | #ic# | invalid credential type |  |  |  |  |  |
| <id> | #id# | machine ID |  |  |  |  |  |
| <pl> | #pl# | new patch list |  |  |  |  |  |
|  | #subject# | subject text of the email message, if an email was sent in response to an alert |  |  |  |  |  |
|  | #body# | body text of the email message, if an email was sent in response to an alert |  |  |  |  |  |

Email is sent directly from the CloudActiv8 Server to the email address specified in the alert. Set the

From Address using System > Outbound Email.

Apply

Click **Apply** to apply parameters to selected machine IDs. Confirm the information has been applied correctly in the machine ID list.

### Clear

Click **Clear** to remove all parameter settings from selected machine IDs.

### Patch Alert Parameters

The system can trigger an alert for the following alert conditions for a selected machine ID:

#### New patch is available

* + **Patch install fails**
  + **Agent credential is invalid or missing**
  + **Windows Auto Update changed**

**Select All/Unselect All**

Click the **Select All** link to check all rows on the page. Click the **Unselect All** link to uncheck all rows on the page.

### Check-in status

These icons indicate the agent check-in status of each managed machine. Hovering the cursor over a check-in icon displays the agent Quick View window.
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An agent icon adorned with a red clock badge is a temporary agent.
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### Edit icon

Click the edit icon ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAMCAIAAADUCbv3AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAjUlEQVQYlY2OwQ0CMQwE1xYFXXhQCRRw5H4U4UYCtUTiwS/XwlXi5cGRSwRIzMvrldcrJNEzna9lfqyCpIiYGUmSZhaGWMYSEYGAaoiIiJAMQySZbgkIWjPd3d3fSiImAKutqqr6Gtoevei9zfaGn9efdL9rg3/DdwByzu3qeDoAl/m+BwB+Y1mWOCaSTwuXZrhU3oAuAAAAAElFTkSuQmCC) next to a machine ID to automatically set header parameters to those matching the selected machine ID.

### Machine.Group ID

The list of Machine.Group IDs displayed is based on the Machine ID / Group ID filter and the machine groups the user is authorized to see using System > User Security > Scopes.

**Approval Policy Updated**
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### ATSE

The ATSE response code assigned to machine IDs:

* + A = Create **A**larm
  + T = Create **T**icket
  + S = Run Procedure
  + E = **E**mail Recipients

### Email Address

A comma separated list of email addresses where notifications are sent.

### New Patch

If checked, an alarm is triggered when a new patch is available for this machine ID.

### Install Failed

If checked, an alarm is triggered when a patch installation has failed for this machine ID.

### Invalid Credential

If checked, an alarm is triggered when the credential is invalid for this machine ID.

### Win AU Changed

If checked, an alarm is triggered if the group policy for **Windows Automatic Update** on the managed machine is changed from the setting specified by Patch Management > **Windows Auto Update** *(page* [*xxxiii*](#_bookmark42)*)*. A log entry in the machine's **Configuration Changes** log is made regardless of this alert setting.

# Office Source

#### Patch Management > Configure > Office Source

The **Office Source** page sets *alternate* source locations for installing Office and Office component applications. The source location can be changed from the default CD-ROM, which is the typical installation source, to a network share or a directory on a local hard drive. By changing the installation source to a network share or a local directory, those patches that require the Office installation source for installation can get access **without prompting the user for the installation media**. This alternate source location can be configured to be read-only. It must contain an exact copy of the installation media contents including all hidden files and/or directories.

An Office source for a managed machine is only available after you have run **Scan Machine** *(page* [*vii*](#_bookmark12)*)* at least once for the managed machine. Machine IDs are displayed on this page only if they:

* + Currently match the Machine ID / Group ID filter.
  + Have Office or Office component applications installed for Office 2000, XP, or 2003.

**Multiple Entries**

Multiple entries may be displayed for a machine because the machine contains one or more Office component applications, such as FrontPage or Project, that were installed separately from their own installation source and were not part of the Office installation.

### Credential Required

Managed machines must have an **agent credential** to use the Office Source page. The agent must have a credential to use the alternate Office source location.

### Validation

The specified location is validated to be sure that the location is accessible from the machine and that the installation source in the specified location contains the correct edition and version of Office or the Office component application. Only after the validation succeeds is the machine's registry modified to use the specified location.

### Installing Office Products

Some patches—particularly Office service packs—still display progress dialogs even though the silent installation switch (/Q) is included using Patch Management > **Command Line** *.* These progress dialogs do not require any user intervention.

Some patches and service packs display a modal dialog indicating the update has completed, again even though the silent installation switch (/Q) is used. This requires the user to click on the OK button to dismiss the dialog. Until this happens, the patch installation procedure appears to be hung and will not complete until this dialog is dismissed!

Some Office service packs fail for no apparent reason. Checking the machine's application event log reveals that another Office component service pack failed. This has been observed with Office 2003 service pack 2 requiring the availability of FrontPage 2003 service pack 2. When the Office source location for the FrontPage 2003 is configured, the Office 2003 service pack 2 finally successfully installs.

### Filter on Office Product

Because each managed machine may be listed multiple times—once for each Office product or Office component application installed—you can filter the Office products/components displayed. This ensures selecting the same product code for multiple machines when setting the installation source location.

### Apply

Click **Apply** to apply the Office source location specified in **Location of Office installation source** to selected machine IDs.

### Location of Office installation source

Add the network share as a UNC path (i.e., \\machinename\sharename) or a local directory as a fully qualified path (i.e., C:\OfficeCD\Office2003Pro) in the installation source text box. When specifying a UNC path to a share accessed by an agent machine—for example \\machinename\share—ensure the share's permissions allow read/write access using the **agent credential** specified for that agent machine in Agent

* Manage Agents.

### Reset

Click **Reset** to restore selected machine IDs back to their original installation source, typically the CD-ROM.

### Select All/Unselect All

Click the **Select All** link to check all rows on the page. Click the **Unselect All** link to uncheck all rows on the page.

**Check-in status**

These icons indicate the agent check-in status of each managed machine. Hovering the cursor over a check-in icon displays the agent Quick View window.
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An agent icon adorned with a red clock badge is a temporary agent.
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### Machine.Group ID

The list of Machine.Group IDs displayed is based on the Machine ID / Group ID filter and the machine groups the user is authorized to see using System > User Security > Scopes.

### Status

Displays one of the following:

* + Missing Credential
  + Update Procedure Failed
  + Validation Procedure Failed
  + Original Source
  + Pending Validation
  + Updating Machine
  + Incorrect Edition
  + Processing Error
  + Restoring Original
  + Office Source Updated

### Office Product

Displays the name of the Office product.

### Office Source

Displays the current installation source location for this Office product on this machine ID.

### Product Code

Displays the Office product code.

# Command Line

#### Patch Management > Patch Parameters > Command Line

* **This page only displays for master role users.**
* **Changes to the switches effect all users.**

The **Command Line** page defines the command line switches used to silently install a specified patch. Occasionally a patch is released that does not use normal switch settings or the patch database has not been updated with the new switches. If you find a patch does not successfully install with its assigned switch settings, you can change them with this page. Locate patch switches by clicking the

**KB Article** link and reading through the knowledge base article.

**Suppress Automatic Reboot**

Usually you want to load a patch without requiring any user interaction at all. The system supports batch installs of multiple patches at the same time and reboots once at the end of all patch installations. Therefore, use switch settings to suppress automatic reboot wherever possible.

### Switch Settings

Typical patch file switch settings for **silent, unattended installs without reboot**:

* + /quiet /norestart - This is the standard setting for most patches in recent years.
  + - Typical switch settings used to silently install older patches that do not use the Windows Installer technology.

/u /q /z

* + /m /q /z - Typical switch settings to silently install older patches released for Windows NT4.
  + /q:a /r:n - Internet Explorer and other application switch settings to install in quiet user mode (/q:a) and not automatically reset (/r:n) when the install completes.
  + Other switch settings found with Microsoft patch installations include:
    - /? - Display the list of installation switches.
    - /u - Use Unattended mode.
    - /m - Unattended mode in older patches.
    - /f - Force other programs to quit when the computer shuts down.
    - /n - Do not back up files for removal.
    - /o - Overwrite OEM files without prompting.
    - /z - Do not restart when the installation is complete.
    - /q - Use quiet mode (no user interaction).
    - /l - List the installed hotfixes.
    - /x - Extract files without running Setup.

### Microsoft Office command line switches

The only switch permitted for use with Microsoft Office 2000 and Office XP related patches is /Q. If /Q

is not specified, Microsoft Office 2000 and Microsoft Office XP switches will be automatically reset to

/INSTALL-AS-USER. Microsoft Office 2003 patches may also include the /MSOCACHE switch used to attempt a silent install if the MSOCache exists on the machine. These settings are enforced by the application.

### Server-side command line switches

Special server-side command line switches can be combined with patch specific switches:

* + /INSTALL-AS-USER - Tells the system to only install this patch as a user. Some rare patches do not install successfully unless someone is logged onto the machine. Add this switch if you find a patch is failing to install if no one is logged in.
  + /DELAY-AFTER=xxx - After the install wait xxx seconds before performing the reboot step. The reboot step starts after the install package completes. Some rare installers spawn additional programs that must also complete before rebooting. Add this switch to give other processes time to complete after the main installer is done.

### Patch Data Filter Bar

You can filter the data displayed by specifying values in each field of the **Patch Filter Data Bar** at the top of the page.
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Enter or select values in the **KB Article**, **Classification** or **Products** fields. You can also click the **Edit...** button to filter by additional fields and save the filtering selections you make as a view. Supports advanced filtering logic. Saved views can be shared using the **Make Public (others can view)** checkbox when editing the view.

### Filter patches by

Based on the patch category selected, this page displays all patches and service packs for all machines, both missing and installed, that match the current Machine ID/Group ID filter.

### New Switches

Enter the command line switches you want to apply to selected patches.

### Apply

Click **Apply** to apply the specified command line switches to selected patches.

### Reset

Click **Reset** to reset the command lines of selected patches back to their default settings.

### Select All/Unselect All

Click the **Select All** link to check all rows on the page. Click the **Unselect All** link to uncheck all rows on the page.

### KB Article

The knowledge base article describing the patch. Click the **KB Article** link to display a Details page about the patch. The Details page contains a link to display the knowledge base article.

### Patch Name

The patch install filename.

### Security Bulletin

Click the **Security Bulletin** link to review the security bulletin, if available. Patches classified as security updates have a security bulletin ID (MSyy-xxx).

### Product

The **Product** column helps identify the product category associated with a specific patch. If a patch is used across multiple operating system families (i.e., Windows XP, Windows Server 2003, Vista, etc.), the product category is Common Windows Component. Examples include Internet Explorer, Windows Media Player, MDAC, MSXML, etc.

### Office?

If an Office product, the version displays.

### Switches

The command line switches used to install this patch.

# Patch Location

#### Patch Management > Patch Parameters > Patch Location

* **This page only displays for master role users.**
* **Changes effect patches installed by all users.**

The **Patch Location** page defines the URL from which each patch is downloaded. Only patches *missing* from machine IDs that currently match the Machine ID / Group ID filter are displayed here. You should consult this page if, when attempting to install a patch, you are notified of a Path Missing.

The CloudActiv8 Server maintains a list of each patch and the URL it should be downloaded from. In most cases the download URLs provided for patches are correct. Path Missing errors may occur for the following reasons:

* + Each language may require a separate URL to download from.
  + The URL may change for one or more patches.
  + The CloudActiv8 Server's record for the URL may be entered incorrectly or be corrupted.

In such cases, users can change the download path associated with a patch. Manually entered URLs are shown in dark red.

**To find the URL to a missing path**

1. Click the **KB Article** listed for the missing path.
2. Read through the knowledge base article and locate the download URL for the patch.
3. Click on the download link for your patch. If a *different patch is available for each language*, you will be prompted to select a language.
4. Select the appropriate language for the download, if applicable.
5. Click the **Download** link or button and download the patch file.
6. On your web browser, click the **History** icon to view your URL history.
7. Locate the file you just downloaded from your history list. Typically, the file will be in the

download.microsoft.com domain.

1. Right- click the filename you just downloaded and select **Copy** from the menu. This copies the entire URL into your clipboard.
2. Return to the **Patch Location** page and:
   1. Paste the URL into the **New Location** edit box.
   2. Select the radio button to the left of the **KB Article** for which you are entering a new patch location.
   3. Click the **Apply** button.

### Patch Data Filter Bar

You can filter the data displayed by specifying values in each field of the **Patch Filter Data Bar** at the top of

the page.

![](data:image/jpeg;base64,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)

Enter or select values in the **KB Article**, **Classification** or **Products** fields. You can also click the **Edit...** button to filter by additional fields and save the filtering selections you make as a view. Supports advanced filtering logic. Saved views can be shared using the **Make Public (others can view)** checkbox when editing the view.

### New Location

Enter a new URL.

### Apply

Click **Apply** to apply the URL listed in the **New Location** field to the selected patch.

### Remove

Click **Remove** to delete the download URL associated with a patch ID.

### KB Article

The knowledge base article describing the patch. Click the **KB Article** link to display a Details page about the patch. The Details page contains a link to display the knowledge base article.

### Security Bulletin

Click the **Security Bulletin** link to review the security bulletin, if available. Patches classified as security updates have a security bulletin ID (MSyy-xxx).

### Product

The **Product** column helps identify the product category associated with a specific patch. If a patch is used across multiple operating system families (i.e., Windows XP, Windows Server 2003, Vista, etc.), the product category is Common Windows Component. Examples include Internet Explorer, Windows Media Player, MDAC, MSXML, etc.

### Language

The language associated with the patch location.